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Challenges to BYOD – What’s the pushback?

In the past, 
healthcare 
organizations have 
paid dearly due to 
breaches. A case in 
point is the Children’s 
Medical Center of 
Dallas who paid $3.2 
million to HHS over 
patient privacy 
breaches linked to an 
unencrypted, non-
password protected 
BlackBerry device.
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Ever wondered why doctors have made the 
switch from pagers to smartphones? 
Download our guide to learn more!

Smart Doctors

Use

Smartphones

https://www.onpage.com/smart-doctors-use-smartphones/


Managing the risk 
of BYOD



BYOD’s 
importance for 
ensuring secure 
communications 
and HIPAA 
compliance





Thanks!Thanks!
Any questions?

CALL US! 

Phone +1 (781) 916-0040
Or schedule a demo! 

THANK YOU!

https://www.onpage.com/demo/

